DESIGN AND IMPLEMENTATION FOR RSA ACCESS MANAGEMENT SOLUTIONS

An integrated approach to the growing mix of internal and external application services in virtual business

AT A GLANCE

– Overview of business imperatives related to web access management.

– Enabling secure interaction between a variety of internal and external users.

– Planning and solution implementation of RSA Access Manager, RSA Federated Identity Manager and RSA Adaptive Authentication for target applications, organizational user repositories, as well as with identity management provisioning solutions.

– Multi-environment implementation services, together with production migration planning and support.

ACCESS MANAGEMENT SOLUTIONS

RSA® Access Manager and RSA® Federated Identity Manager help minimize the natural friction between “user-friendly” and “strong” security policy by enhancing web access security while reducing the authentication burden on end users.

– Access Manager secures access to web applications and consolidates access controls.

– Federated Identity Manager extends identity management from one organization to its partner organizations.

By combining Access Manager and Federated Identity Manager, organizations can provide an integrated approach to access the growing mix of internal and external application services utilized in virtual business.

RSA consultants help customers design and build secure access management solutions; their background and experience in enterprise security extends both to RSA products and to critical business applications. The team is comprised of senior practitioners who bring a broad understanding of security trends, years of experience and a deep knowledge of access management solutions.

BENEFITS

To maximize return on investment in security technology, organizations need to obtain a clear understanding of the best processes for defining solution architectures prior to implementing and supporting those solutions. RSA recommends a phased service methodology that ensures project success, including solution architecture analysis and design, multi-environment implementation, production migration planning, and knowledge transfer. Organizations that choose RSA professionals realize many benefits:

– Minimize the risks associated with deployment of access management solutions, including critical time and cost factors that directly impact business operations.

– Ensure that customers fully leverage RSA product features in order to enhance both the security and the availability of key business processes and information through an access management solution.

– Enable organizations to deploy extensible solution architectures that allow long-term growth of access solutions as business needs change and new product capabilities become available.

– Leverage the enterprise security knowledge and experience of dedicated RSA consultants, including their extensive background across all major industries and many of the largest worldwide business organizations.
### FIXED-PRICE SERVICES

<table>
<thead>
<tr>
<th>Planning Services*</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Access Management Architecture Design &amp; Planning</strong></td>
<td>Assessment of a customer’s business and access management requirements (web and application services), architecture design analysis, integration considerations with other authentication &amp; access management solutions, implementation planning, and knowledge transfer.</td>
</tr>
<tr>
<td><strong>Secure Service-Oriented Architecture Planning</strong></td>
<td>Help organizations understand their current security architecture in context with their present IT and application infrastructure, and craft security services based on the principles of SOA. It is designed to promote scalability, interoperability and manageability within a rapidly evolving enterprise.</td>
</tr>
<tr>
<td><strong>Access Manager</strong></td>
<td>The design and implementation of the RSA Access Manager product, with integration of up-to three customer web applications.</td>
</tr>
<tr>
<td><strong>Federated Identity Manager</strong></td>
<td>Assesses a current customer RSA SecurID environment to determine migration complexity and requirements, consideration for Business Continuity option and other new product features, design analysis and knowledge transfer. Document migration strategy and plan for a successful migration including scope of effort. Five (5) days architecture consulting are included.</td>
</tr>
<tr>
<td><strong>Access Manager &amp; Federated Identity Manager</strong></td>
<td>The design and implementation of the RSA Access Manager and Federated Identity Manager products, and integration of up to three internal web applications, together with one federated connection to a partner web application.</td>
</tr>
<tr>
<td><strong>Access Manager &amp; Adaptive Authentication</strong></td>
<td>The design and implementation of RSA Access Manager and integration with RSA’s risk-based Adaptive Authentication for up to three customer web applications.</td>
</tr>
</tbody>
</table>

* All fixed price planning services consist of a documented report of recommended architecture design, planning and knowledge transfer.

** All fixed price implementation services consist of documented architecture design, deployment planning, knowledge transfer and implementation services in two customer environments (Dev/QA and production) for one or multiple RSA web access management solutions.

Fixed-price services include travel and expenses and are further described in detailed services descriptions; ask your RSA sales representative.

### QUOTED SERVICES

<table>
<thead>
<tr>
<th>Solution Design and Implementation Services</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Architecture Design &amp; Planning</strong></td>
<td>Provide the consulting resources necessary to put into operation a complete RSA Access Management infrastructure. May include integration of multiple RSA and third-party products into an access management framework, including Access Manager, Federated Identity Manager, Adaptive Authentication, RSA SecurID® authentication and others, including third-party provisioning products.</td>
</tr>
<tr>
<td><strong>Implementation</strong></td>
<td>Depending on customer requirements and practices, this may consist of assisting a customer with Development, QA, Production and other environments, together with migration planning, system documentation, operational planning, and other access management lifecycle consulting that may be needed by a customer.</td>
</tr>
<tr>
<td><strong>Custom Integration</strong></td>
<td>RSA can also provide custom design and development services from experienced security consultants, to meet specialized customer integration and work flow requirements.</td>
</tr>
<tr>
<td><strong>Project Management</strong></td>
<td>Scope of work, specific tasks and deliverables are defined in a Statement of Work agreed to by the customer and RSA.</td>
</tr>
</tbody>
</table>
WHY RSA?

By utilizing the experience of the RSA Professional Services team, customers help ensure that their security infrastructure takes advantage of the features of RSA’s products and is designed using RSA and industry best practices in support of their business requirements.

Take the next step

Implementing a secure, robust and scalable web access infrastructure can be a complex task in an enterprise environment. RSA has extensive experience in deploying RSA solutions for companies across the globe. Contact your sales representative for more information, or visit www.RSA.com.

ABOUT RSA

RSA is the premier provider of security, risk and compliance solutions, helping the world’s leading organizations succeed by solving their most complex and sensitive security challenges. These challenges include managing organizational risk, safeguarding mobile access and collaboration, proving compliance, and securing virtual and cloud environments.

Combining business-critical controls in identity assurance, data loss prevention, encryption and tokenization, fraud protection and SIEM with industry leading eGRC capabilities and consulting services, RSA brings trust and visibility to millions of user identities, the transactions that they perform and the data that is generated.
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