DATA SHEET

RSA® ARCHER® THREAT MANAGEMENT

Prevent attacks before they affect your enterprise

OVERVIEW

RSA® Archer™ Threat Management provides a consolidated repository of threat data, clear reporting of threat remediation, and a consistent and repeatable threat management process. This web-based solution allows you to capture vulnerability and malicious code and patch information from security intelligence providers and to centralize vulnerability results from scan technologies. RSA Archer Threat Management also delivers the tools you need to analyze and refine threat data, automatically notify responsible personnel, and proactively address threats before they impact your business.

KEY BENEFITS

- Cost-effective, high-quality threat management program achieved through centralizing threat data and following a consistent, repeatable process for threat remediation
- Quick access to the information you need to allocate resources effectively and protect what is most important to your business
- Pre-built integrations with security intelligence feeds, vulnerability scanning tools and patch management solutions
- Rapid return on your investment from a solution that you can implement out of the box or tailor to your needs through code-free configuration
- Freedom to choose an on-premise or software as a service (SaaS) deployment

KEY FUNCTIONALITY

Consolidate Threat Data

Centralize threat data from your trusted sources in a searchable, standards-compliant database. Capture vulnerabilities, malicious code, geopolitical threats and patch information with data from your own research, content from a commercial threat feed provider or threat advisories received via e-mail. Also take advantage of pre-built integrations with leading security intelligence feeds such as the National Vulnerability Database and Symantec DeepSight as well as others, which are available for download on the Archer eGRC exchange.
“The [RSA] Archer team listened to our requirements and worked with us to develop a solution that gives us a flexible framework for taking in data from any source. As a result, we can provide users with information that is relevant to their job function, and we can reuse data to support a range of business processes across our organization.”

Jay Leek
Technology Client

Analyze and Refine Threat Data
Analyze vulnerabilities and malicious code as they pertain to your organization’s critical technologies and processes. Leverage RSA Archer’s Threat Assessment Questionnaire function to identify potential threat actors, vulnerabilities and threat scenarios. For those threats with direct impact to your business, you can refine the CVSS score or risk rating and add company-specific instructions to address the threat. Additionally, you can create remediation plans to relate multiple vulnerability and malicious code alerts, tie them to the results of vulnerability scans, and automate workflow for remediation activities.

Track Threats Using Threat Assessment Project
Manage the process of performing regular threat assessments as part of a program to identify potential threats to business assets with the Threat Assessment Project application. Monitor threats against specific devices and applications to prioritize the implementation of patches or workarounds based on the business criticality of an asset. This decision helps you allocate resources effectively while protecting what is most important to your business.

Alert Users to Emerging Threats
Automatically notify responsible personnel so they can proactively address threats before your systems are compromised. These notifications can include details on the severity of the threat, the CVE ID, affected technologies and remediation instructions, and links to the full threat and patch records, empowering users to take immediate action.

Consolidate Vulnerability Scan Information and Track Remediation Efforts
Take advantage of pre-built integration with vulnerability scan technologies and patch management solutions. Combining data from these sources with threat and asset data in the RSA Archer Threat Management solution allows you to audit and validate that vulnerabilities have been properly addressed on an asset-by-asset basis. Also track detailed remediation plans to coordinate efforts across your threat management program.

Report on Threat and Vulnerability Activities
View threats by technology, severity, type and impact to your business through powerful reports and dashboards. Obtain a real-time view of the latest vulnerabilities and malicious code for trending analysis and tracking work queues associated with threat management and vulnerability remediation.